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About HKIRC 

• Non-profit-making member-based organization set up in December 2001 and 

endorsed by the Government of the HKSAR 

• To oversee the administration and assignment of the country code top level 

Internet domain names ending with .hk and .香港.  

• Domain name categories:     

• .com.hk, .org.hk, .net.hk, .edu.hk, .gov.hk, .idv.hk, .hk, .公司.香港,  .組織.香

港, .網絡.香港, .教育.香港, .政府.香港, .個人.香港, .香港 

• Has the mandate to represent Hong Kong in international Internet forum and 

promote the use of Internet and related technology 

• Currently, HKIRC is managing >280,000 .hk domain names. There are 32 

registrars (retailers) all over the world providing .hk domain name registrations. 
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HKIRC – Accredited Registrar 
As of 1 June 2017: A total of 32 accredited registrars 

 

Taiwan (1) 

Australia (1) 

Hong Kong (7) 
China (7) 

USA (4) 

Denmark (1) 

Malaysia (1) 

Singapore (1) 

Luxembourg (1) 

UK (1) 

UAE (1) 

Netherlands (1) 

Germany (3) 

Sweden (1) 
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HKIRC – Accredited Registrar 

Registrars outside Hong Kong: 

Registrars in Hong Kong: 
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What is DNSSEC 
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WHOIS 

In a nutshell…….  

DNSSEC creates a secure domain name system by adding cryptographic signatures 

to existing DNS records. These digital signatures are stored in DNS name servers 

alongside common record types like A, AAAA, MX, CNAME, etc. By checking its 

associated signature, you can verify that a requested DNS record comes from its 

authoritative name server and wasn’t altered en-route, opposed to a fake record 

injected in a man-in-the-middle attack.  

 

In short, it minimizes the risk for users to be forwarded to a bogus website or the 

email to be sent to criminals (even correct address was input) due to attack. 

DNSSEC is one of the mechanism to enhance internet security. 
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Roll Out Schedule 
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Roll Out Schedule of DNSSEC (tentative) 
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Date Key event 

Before 15 Aug 2017 1. Internet’s infrastructure available for registrars 
2. Some domain registrars launch DNSSEC service to their 

customers 
3. Some local ISPs have turned on DNSSEC validation on 

their resolvers 
4. Government enable DNSSEC for key government 

domain names  
5. Go-to-the-Market communications 

Before 12 Dec 2017 1.   Official launch and media event 



4. 
What will happen in the market? 
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What to do for ISPs? 

HKIRC will be very willing to mention your 
company name in our communications and 
our speaking opportunities and recommend 

public to choose a secured ISP. 



Thank You! 



Thank You 

Please feel free to contact Karrie Ng (karrie.ng@hkirc.hk, tel.: 2319 3835), or Bonnie Chun (bonnie.chun@hkirc.hk,  
tel.: 2319 3808) for any questions. 


